
 

Enclosure (2) – 28 March 2014 
 

SCAMPI QUESTIONNAIRE 
DATE:   

 
 
1)  ORGANIZATION/DIVISION NAME:   
 
2)  WHAT (IF ANY) SCAMPI SERVICES ARE PROVIDED TODAY:               
 
3)  VALIDATED REQUIREMENT?  
  
 A.  VETTED THROUGH COMPONENT? 
   
 
 B. VETTED THROUGH SERVICING TSOC?"  
   
  
 C. NATIONAL FORCES?  
   
 
4)  J6/CIO APPROVED:   
 
5)  WHAT TYPE OF SERVICES ARE REQUIRED? 
 

A.  RED (VOICE, VIDEO (STREAMING, FMV, REAL-TIME), DATA):   
 
B.  GREY (DNET 10) (VOICE, VIDEO (STREAMING, FMV, REAL-TIME), DATA):  

   
 
C.  BLACK (DNET 14):   
 
D.  ADDITIONAL SERVICES REQUIRED?  

 
6)  HOW MANY SIE DESKTOPS WILL BE SUPPORTED? 
 

A. CMD LAN (TACLAN, SOFTACS, UNIT):   
 

B. SOCRATES/SOIS:   
 

C. NSANET:   
 

D. ASOCNET RED:   
 

E. ASOCNET BLACK:   
 

F. OTHER 
 
7)  HOW MANY USERS WILL BE SUPPORTED:   

8)  ANY SPECIAL SERVICES REQUIRED?   
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A.  COALITION:  

            
  B.  NATO:   
  
 C.  SERVICE SPECIFIC:  
 
 D.  SME-PED:   
 
 E.  BLACKBERRY:   
 
 F.  GCCS-J:   
 
 G.  OTHER 
 
9)  STATUS OF FACILITIES:   
 

A. POWER:   
            
  B.  UPS:   

 
C.  BACK-UP GENERATOR:   
 
D.  HVAC:   
 
E.  SECURITY:   
 
F.  TSCIF:   
 

10)  INFRASTRUCTURE:   
 

A.  WHAT TYPE OF CABLE INFRASTRUCTURE IS IN PLACE (IE.  FIBER  
      (MULTIMODE/SINGLE-MODE), COPPER)?  
  
B.  TYPE CONNECTORS (IE. RJ-45)?  
  
C.  ARE EQUIPMENT RACKS AVAILABLE?  
  

11)   LOCAL DISA CONNECTIVITY AND SERVICES (AVAILABLE/ACCESSABLE): 
 
 A. TRANSPORT 

1. POP Location (Bldg. # and POC info) 
    
2. Termination Point (Bldg. # and POC info) 

    
  B.  NIPRNET:         
  
 C.  SIPRNET:     
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 D.  JWICS:   
  
 E.  CENTRIX/BICES:   
 
 F.  NATO:   
  
 G.  NSA:   
 
 H.  OTHER   

                     
12)  COMMERCIAL CIRCUITS REQUIRED/AVAILABLE (IE. COX, MCI, ETC.): 
 

A. POP Location (Bldg. # and POC info) 
 

B. Termination Point (Bldg. # and POC info) 
 

 
13)  SECURITY ISSUES 
 

A. SCIF CERTIFIED AND APPROVED FOR NEW EQUIPMENT:   
 

B. OPEN-STORAGE AVAILABLE:   
  

 C.  PDS:   
  

D. SIE DAA APPROVAL NETWORK/SITE IMPLICATIONS:   
 

 E.  DIA DAA APPROVAL NETWORK/SITE IMPLICATIONS (SSAA, TEMPEST, 
SCIF, CURRENT NETWORK DIAGRAM):   
  
 F.  DAA/DISN INFORMATION 

  DAA NAME:   
 
  DAA CONTACT INFORMATION:   
 
  DISN NIPRNET ATO DATE:   
 
  DISN SIPRNET ATO DATE:   
 
  DISN CONNECTION APPROVAL PROCESS (CAP) IATC/ATC DATE (If  
  applicable):   
 
  DISN SYSTEM NETWORK APPROVAL PROCESS (SNAP) IATC/ATC  
  DATE (If applicable):   
 
 G.  DODIIS C&A PROCESS INFORMATION 
 
  SCIF CERTIFICATION DTG:   
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  TEMPEST CERTIFICATION DTGs:   
 

(EXISTING NODES)  GREY SCAMPI SYSTEM SECURITY 
AUTHORIZATION AGREEMENT (SSAA) DATE:    

 
(EXISTING NODES) GREY SCAMPI SIE ATC DATE AND EXPIRATION:    

 
Note:  The first three are the documents USSOCOM IS requires to issue the ATC for our 
Grey SCAMPI Nodes.  The DTG on the SCIF CERPs are required to ensure they are 
current or to notify the requirement to rework the Fixed Facility Checklist.  (If this 
checklist is entirely for new installations then these will not apply.) 

 
14)  FUNDING STRATEGY 
 
 A.  PROGRAM OF RECORD 
 
 B.  PURCHASE OF INITIAL EQUIPMENT?  
  
 C.  SUSTAINMENT COSTS FOR EQUIPMENT?   
  
 D.  TECHNICAL SITE ADMINISTRATION?  
  
 E.  TECHNICAL REMOTE ADMINISTRATION AT HQ AND SSEP?   
 
 F.  CIRCUIT INSTALLATION AND SUSTAINMENT?  
  
 G.  TECHNICAL SITE ADMINISTRATION TO INCLUDE SIE ENCLAVE 
SCANNING ABILITIES IDENTIFIES INFORMATION ASSURANCE OFFICER (IAO):  
  
15)  RECEIVED CONFIGURATION MANAGEMENT BOARD APPROVAL?  
 
16)  REQUIREMENT PROJECTED NEEDS DATE:   
 
17)  USER ASSIGNED PRIORITY:   
 
ADDITIONAL COMMENTS/ JUSTIFICATION: 
 
POCs :  
 
NAME:   
 
ORGANIZATION:    
 
PHONE:   
 
EMAIL:   


